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Security Certificate

A2SECURE (Official QSA Company) has performed an external vulnerability assessment of the
infrastructure managed by Nextpyme Servicios Informaticos, hosted in Cyberneticos CPD, on
November 22, 2019. This analysis is part of a recurring quarterly vulnerability assessment testing of
the security of the infrastructure.

The performed Security Review has included external security tests against both domains:
app.fashion5clicks.com and fashion5clicks.com. The observed level of security is Appropriate.

The following table defines the level assigned:

Appropriate Reasonable Improvable Insufficient Critical
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This valuation is due to the severity of the found vulnerabilities and the severity of the assets in relation to the infrastructure analyzed.

Validation Date™: November, 2019

A2SECURE ATTESTATION:
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Signature of Director of the Service Date: November 22, 2019
. This certificate offers no guarantee or warranty to any third party that the company specified is invulnerable to attacks or breaches in

security, and A2SECURE accordingly accepts no liability to any third party in the event of loss or damage of any description, caused
by any failure in or breach of company’s security
. If any additional information is needed, A2SECURE will collaborate within the limitations of the signed NDA with the company.

™ Notice that industry trends for vulnerable software can change quickly, so it is important for

organizations to be aware of new vulnerabilities that might affect their systems.
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